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Privacy Impact Assessment 

Name of the Project. Performance Measurement and Reporting System 

Project ID, PMRS 

Legal Authority. Government Performance and Results Act, 1993, "GPRA" 

Purpose of this System. GPRA provides that agencies will have strategic plans with numeric 
performance targets. It further provides that agencies shall report their progress against those goals with 
auditable figures. PMRS is the system that collects and reports those auditable performance results at 
NARA. 

1. Overview of PMRS 

1.1 A Data Warehouse 

PMRS is a data warehouse application. As such, it has no data of its own. Rather, it gathers data from 71 
NARA sources for the purpose of combining and publishing them through a common user interface. This 
is the big picture. 

Performance Measurement and Repor t ing System 

Overview 

Sources 

Collect Data 

NPOL 

Store 

Everyone 

Publish on NARANET 

PMRS pulls hundreds of data elements from these databases each month, covering every aspect of NARA 
operations Most of this has nothing to do with individuals or their privacy. 
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1.2 Parts of PMRS Relevant to Privacy 

The diagram below shows where personally-sensitive information resides in PMRS. The dark 
background defines the boundary of PMRS. The colors pink and green show the two categories of data at 
issue-

• FOIA requests and written requests - data on requests for infonnation from the public by FOIA 
or otherwise. 

• Employee data. 

The rest of this assessment treats these two categories separately. But understand how all the data flows 
into and out of PMRS. 

Performance Measurement and Reporting System 

Flow of Personal In fo rmat ion th rough PMRS 

Everyone on 
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1. People enter data into source databases at left. Normally, source databases are the 
responsibility of their owners (CMRS, SOFA, CHRIS...). The privacy impacts of those 
systems are not covered here. We have one exception: the PMRS web application is 
inside the PMRS boundary. It is a source database that is also part of PMRS. 

2 Some databases are sent whole to PMRS each month. For example, NGC sends its 
entire FOIA-tracking database to the PMRS staging area every month. 

3. Other systems send only extracts. With the exception of the extract from CHRIS, these 
extract databases do not contain data on individuals. 

4 NPOL stages ever\'thing. All incoming data takes the form ofa file in the PMRS 
staging folder. 

5. NPOL keeps a copy of everj' submission. For data qualit\' and audit purposes, NPOL 
keeps a copy of ever}' database it receives. It does this by saving a copy of the staging are 
each month. 

6. NPOL loads the warehouse. Except for employee data, the warehouse contains no 
personally-identifiable information. 


